
 
 

CSS Code 
 
body{ 

 
 

background: white url(titlepg.jpg)no-repeat fixed center; 
    background-size: 1000px 400px; 
    background-repeat: no-repeat; 

background-color: black; 
} 
 
h1{ 

    border: 5px solid blue; 
 

color:white; 
font-size: 1e; 
font-weight:bold; 



background-color:black; 
background-size: 1000px 100px; 

} 
h2{ 

    border: 5px solid blue; 
 

color:white; 
font-size: 1e; 
font-weight:bold; 

} 
h3{ 

    border: 5px solid blue; 
 

color:white; 
font-size: 1e; 
font-weight:bold; 

} 
h4{ 

    border: 5px solid blue; 
 

color:white; 
font-size: 1e; 
font-weight:bold; 

} 
h5{ 

    border: 5px solid blue; 
 

color:white; 
font-size: 1e; 
font-weight:bold; 

} 
p{ 

 
color: white; 
font-size: 1em; 
line-height:2; 

} 
a.chaptertitle{font-style:italic; 

letter-spacing:auto; 
color: green; 

} 
.chaptertitle{ 

font-family:Perpetual, Georgia, serif; 



letter-spacing:.1em; 
 

} 
footer{ 

background:white url('award.jpg') no-repeat; 
 
} 
 
 
 

HTML Code 
<!DOCTYPE html> 
<html lang="en"> 
<head> 
 

 
<title> Anti-Ashley Madison pg Social IMplacations of hack</title> 

<style> 
 
</style> 
<link href="ashleymadisonstylesheet.css" rel="stylesheet" media="all"> 
 
 
</head> 
<!-- title--> 
<body> 
<h1> 
Anti-Ashley Madison page and the Social Implacations of the hack 
</h1> 
<br> 
<br> 
 
 
<h2> How hack affects society </h2> 
 
<article> 

<p> 
 
First of all, this can directly affect the person who has their information on the  
open web. This means that the person's reputation is greatly tarnished and the fact that 
they used that website will stay with the person forever. That person would have a 

harder time finding 



a job or could potentially get fired from their present one. And more importantly, any 
relationships 

would be severly strained if not completely broken. 
</p> 

</article> 
 
<h3>How the hack affects you </h3> 
<article> 

<p> 
 
Even though none of us has not used this website probably ever, there are many signs 

from 
this hack which affects us greatly. First, this shows us how even the most "secure" 

websites 
are not secure after all, which means that any information about us that we put  
online is open for hackers to look at. And since almost all of our information is "open" 
to look at, we have an increased risk of robbery, blackmail, and identity theft. 
 
</p> 

</article> 
 
 
<h4> What does privacy mean</h4> 
<article> 

<p> 
 
 
Personally, privacy means almost like secrecy, things I want to keep to myself 
or to certain people stays with those people. And that we have control of  
what information we want to give to others.  

</p> 
</article> 
 
 
<h5>How to protect from being hacked </h5> 
<article> 

<p> 
Simply put, I think the best way to protect ourselves from being hacked is by 
not putting anything about ourselves online. But if we do have to put some information 
about us online, it would only have to be information that we don't mind anyone else knowing.  
We can't even give it to reliable sources like banks or retail stores like Target without the  
possibility of getting hacked. 
 



</p> 
</article> 
 
<footer> 
 
</footer> 
<p> 
Christopher Furumizo 
</p> 
</body> 
</html> 
 


